Introduction

First of all, thank you for purchasing this
method, then thank yourself because you're
about to make some easy cash.
Please, before you begin remember that
practice makes perfect, and you will NOT
succeed every time, but when you do
succeed and trust me you will, its worth
many failures.

Basic requirements:
e A relatively strong booter package or method, | personally use a
simple package on vdos-s.black, simply because it's cheap and
hasnt let me down when using this method at all. But obviously you
can use whatever you want, aslong as it can down medium level
sites, which is easier than it sounds.

e A throwaway email, aka an email you will not use for anything other
than for this method.

This is ALL you will need.



Step one:

Find yourself a website, look for one that doesn't have DDoS protection or
one that you can down whenever you want.
(i suggest testing it during different hours of the day if you want to be
thorough)

Hunting a site isn’t hard, here are three categories that i frequent:
e |ocal businesses in your area / city / region
e Gaming servers (private ones - such as for WoW etc)
e Look on craigslist for easy websites to prey on

After you have found your chosen website, and have checked to make
sure you can down the site, you may move onto step two.

Now, get the administrators contact email, approach them with an email
explaining that you have found a massive flaw in their website that can be
abused by anyone, and that you wish to help them. They will want proof,
so prove it too them by taking it down upon request. Now all you need to
do is pitch your sale, explain to them that you can fix their site for a small
price in comparison to what they could lose if it goes untreated.

REMEMBER - You are not blackmailing them, you are notifying them of a
severe flaw, and offering them your services to fix it + more.



Approach with respect and good grammar, if you type like a 13 year old
they will not even reply to you.
One of the trickiest parts is convincing them you can help them for a good
price, it may take some failures before you get a good 'script' of what the
right things to say are.

Step three:

Go over to https://sucuri.net/website-firewall/signup and look at their $9.99
plan - that is what you will be buying. It will offer Layer 7 protection
(joomla) so you should be set. What you're going to be doing is selling
the security setup anywhere from $99.99 to $299.99 depending on your
buyers budget. Not only will you be offering DDoS protection but you will
be also offering the following:

e Advanced Website Firewall
e Intrusion detection & prevention
e Brute Force protection
e DDoS Protection (Layer 7)
e Performance Optimization

However, if they're bigger sites | highly suggest investing into the $69.93
per month option as they include 100% guaranteed uptime and have
Layer 3 / 4 protection, Thus you can charge more.



Once you've received your setup from Sucuri, all you will be doing is
forwarding the information to them, if they do not have Cloudflare already,
make them an account and setup the domain by entering it here:

Add a website

Once it finishes scanning it should say something like:

Scan complete

CloudFlare has finished scanning your setup. Please continue.

Once that is done, point the IP to the Sucuri IP (that you were given) and
you should be set.



Make a cname and make it an alias of domainname.com

Example:
Type Name Value TTL Active
_ nigga.com points o 64.85.171.16 Automatic i Qv
nigga.com mail handled by 2.rack-host.net Automatic o 32

with priority 0

CNAME v|  www is an alias of | nigga.com Automatic L Acd | |

Go to I've added all missing records (if you've) and continue on:
Choose these settings and then click next:

Choose your settings:

Choose a plan Free - $0/month v

Performance CDN only (safest) v

Security Medium v

Other recommended settings:

Automatic IPv6 On v Enable IPvE suppart Learn mare

SmartErrors On (partial) v Decrease bounce rates with SmartErrars Learn more



Tell them to make the nameservers to the Cloudflare ones you were given
it should be here:

Current name servers Change your nameservers to
P— p»  greg.ns.cloudflare.com

p  karina.ns.cloudflare.com

I've updated my nameservers, continue »

You should be set and everything should be fine, if you need extra
protection put their Cloudflare "under attack" mode (usually not
necessary, because it was you attacking!),
this can be found here:

nigga.com ® v Continue sefup » O

DNS settings

CloudFlare settings

Pause CloudFlare

1tact What we do Ccommunity Support

tact support Plans Case studies Help center T S TeET
tact sales QOverview CloudFlare blog System status

sales: +1 888 99 FLARE Features tour Hosting partners Resources Press center

CloudFlare’s network Neveloners Videns Terms of service



Settings overview ecurity setting Performance settings

Security profile

Choose the appropriate security profile for your website, which will automatically adjust each

of the security settings. If you choose to customize an individual security setting, the profile Custom M
will become Custom

Individual security settings

Advanced DDoS protec\ion of v

This is automatically enabled for Business and Enterprise customers.

e
Adjust your basic security level to modify CloudFlare's protection behavior. Learn more..

Now their site should be pretty much unddosable and you have completed
your job.

Their website protection setup should now look like this:

Cloudflare > Sucuri > Backend.

Conclusion:

So, what have you just done? Depending on what price you negotiated,
you should’ve earnt $99-300 profit for around 30 minutes to 1 hours worth
of actual work.

You may feel like this will not work due to how easy it looks, but i've
succesfully earnt a large amount from this, following these exact
instructions.

Thank you for purchasing, and enjoy the easy cash.

Terms of service

YOU MAY NOT RESELL / LEAK THIS PRODUCT
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